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Re:  Data Breach Notification Pursuant To N.H. Rev. Stat. § 359-C:20(i)(b)

To Whom It May Concern:

On behalf of Track Data Securities Corp. (“Track Data™) and pursuant to N.H. Rev. Stat.
§ 359-C:20(i)(b), I am writing to provide notification of an information security breach involving
the personal information of New Hampshire residents. Track Data has learned that the security
of its computer sysiem was compromised, and as a result, information provided by its customers
in relation to trading and other activities was illegally accessed. The data included the addresses,
credit card numbers, social security numbers, and trading information of approximately 276 New
Hampshire residents.

Track Data takes privacy and security matters very seriously and has been working with
the appropriate law enforcement agencies and outside consultants to investigate the incident and
take further protective measures.

Track Data is sending the attached notice to all individuals (including New Hampshire
residents) it has identified whose personal information may have been accessed. The notices
describe, among other things: (1) the general description of the incident resulting in the potential
information security breach; (2) the type of personal information that was the subject of the
possible security breach; (3) the precautionary measures that Track Data has taken to protect
personal information from further unauthorized access; and (4) a toll-free telephone number for
inquiries regarding the incident.
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If you have any questions or need further information regarding this incident, please do
not hesitate to contact me.

Very truly yours,

agdra A. Jeskie

SAJ/sfm
Enclosure



October , 2007

Dear []:

We are writing to notify you that the security of our computer system was compromised.
As a result, information provided by our customers in relation to trading and other activities was
illegally accessed. Information which may have been accessed includes, customer names,
addresses, credit card numbers, social security numbers and trading information.

‘We have reported this matter io the appropriate law enforcement agencies, and have been
working with outside consultants to investigate the incident and take further protective measures.
We deeply regret and apologize to you for the fact that this situation has occurred, and for any
inconvenience oOr concern it may cause you.

While we are uncertain whether or not your personal information was in fact obtained or
has been misappropriated by others, we believe it is important to bring this situation to your
attention and advise you of potential steps you may wish to undertake to help protect yourself
against possible fraud:

1. Federal law entities you to annual receipt of one free comprehensive disclosure of
all of the information in the credit files maintained by each of the three national
credit bureaus. You may request your free credit report once every 12 months by
calling (877) FACTACT, or through the internet at
http://www.AnnualCreditReport.com. If there is inaccurate information in your
credit bureau reports, promptly notify the credit bureau to have the data corrected.

2. Carefully monitor your credit statements during the next 12-24 months to make
certain there have been no unauthorized transactions or unauthorized new
accounts opened in your name. If there is unauthorized activity on any account or
if an unauthorized account has been opened in your name, contact the company
issuing the account immediately.

3. Contact one of the three major credit bureaus to request that an initial free 90-day
fraud alert be added to your file (the other two credit bureaus will be notified
automatically). By requesting a 90-day fraud alert, anyone seeking credit in your
name must verify their identity. Contact information for each of the three credit
bureaus is:

DM1729459.1



Equifax Experian TransUnion

(800) 525-6285 (888) 397-3742 (800) 680-7289

P.O. Box 740241 P.O. Box 9532 Fraud Victim Assistance Dept.
Atlanta, GA 30374-0241 Allen, TX 75013 P.O. Box 6790
http://'www.equifax.com http://www.experian.com Fullerton, CA 92834-6790

http://www transunion.com

Should you notice any suspicious, unusual, or unauthorized activity, steps you may wish
to take include:

1.

Notifying the fraud department of any one of the major credit bureaus listed
above,

Filing a report with the Federal Trade Commission by using the FTC’s Identity
Theft Hotline at: 1-877-438-4338, online at www.consumer.gov/idtheft, or by
mail to Identity Theft Clearinghouse, Federal Trade Commission, 600
Pennsylvania Avenue NW, Washington DC 20580.

Closing any accounts that have been tampered with or opened fraudulently.

Initiating a security freeze. A security freeze means that your credit file cannot be
shared with potential creditors. If your credit files are frozen, even someone who
has your name and Social Security number should not be able to get credit in your
name (no Social Security numbers were in the files that were inadvertently
disclosed by our former employee). A security freeze is free to those who have a
police report of identity theft. If you don't have a police report, it costs $10 to
place a freeze with each credit bureau, for a total of $30. The credit bureaus

i a 3 ritine (hy certifs S I
require that a freeze request be made in writing (by certified mail).

Equifax Security Freeze Experian Security Freeze TransUnion Fraud Victim
P.O. Box 1057838 P.O. Box 9554 Assistance Department
Atlanta, GA 30348 Allen, TX 75013 P.O. Box 6790

Fullerton, CA 92834

If you have questions about this incident and its implications, please call our toll-free

number,

On behalf of Track Data, 1 again deeply regret that this incident has occurred. We want
you to know that while we previously utilized security measures to protect the data we obtain
from our customers, we are undertaking additional steps to prevent incidents like this from
happening again.
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Sincerely,



